
 

Logging into WILMA for External users 
  
Overview  

• Open the login page 
• Reset your password 
• Login to portal 
• MFA enrolment 
• Subsequent logins 

 

Open the login page 
Click the following link to open the WILMA login page –  
https://ipart.service-now.com/wilma 
 
Using either the Google Chrome or Microsoft Edge web browsers is recommended.  
Click ‘Reset Password’. 

 

 

 

  

https://ipart.service-now.com/wilma


 
 

Reset your password 
The Reset Password form will appear and will look like the screenshot below. 
Type in your email address 
Click the checkbox “I’m not a robot” 
Click ‘Next’. 
 

 
 
 

 
 
An acknowledgement message will appear and will look like the screenshot below. 
Click ‘Send Verification Code’. 

 



 
 

Your screen will then look like the screenshot below. 

 

A verification message will appear in your email inbox and will look like the screenshot below. 

 

Type in the verification code you see in your email and click ‘Next’. 

 



 
 

You will then see an acknowledgement message like the screenshot below. 

 

  



 
 

Please check your email inbox for the password reset email.  

Click on the link in the email. 

 

 

The Reset password form will appear and will look like the screenshot below. 

Type in a password in the ‘New Password’ box, then re-enter your new password in both the 
‘Retype Password’ boxes. Click ‘Reset Password to continue. 
New passwords must contain a minimum of 8 characters, including at least 1 lowercase letter, 1 
uppercase letter and digit.  
 



 

 

  



 
 

Login to Portal 
Click the following link to open the WILMA login page -   
https://ipart.service-now.com/wilma 
 
 
Type in your email address 
Type in your new password. Click ‘Log In’. 
 

 

  

https://ipart.service-now.com/wilma


 
MFA enrolment 
 

WILMA utilises multi-factor authentication (MFA) as an additional security layer on top of your 
username and password. This is the same technology that is used by the GovConnect portal, for 
accessing applications such as SAP.  
  
Using either Microsoft Authenticator or Google Authenticator to manage MFA for your accounts is 
recommended, however the use of other authenticator apps is supported. Help on how to use the apps 
is available by clicking the above links.  
  
Using a smart phone authenticator app, scan the QR code on the screen.  
 

 
 

  

https://www.microsoft.com/en-us/security/mobile-authenticator-app
https://support.google.com/accounts/answer/1066447?hl=en&co=GENIE.Platform%3DAndroid&oco=1


 
 
Enter the 6-digit code generated by the app in the text box to the right and then click the ‘Pair device 
and Login’ button.  

 

You will arrive on the WILMA landing page. 

 

  



 

Subsequent logins 
 
Click the following link to open the WILMA login page –  
https://ipart.service-now.com/wilma 
 
 

 

Open the MFA authenticator app you have installed.  
Type in the code for Wilma, click “Do not challenge for MFA on this browser for the next 8 hours” 
checkbox and click ‘Log In’. 
 

 

 

https://ipart.service-now.com/wilma


 
 

You will arrive on the WILMA landing page. 

 

 

 

Logging into WILMA for Internal users 
 

Click the following link to open the WILMA login page –  
https://ipart.service-now.com/wilma 
 
Enter your email and password and click Login button 
 
 

 

 

Your screen will then look like the screenshot below. 

https://ipart.service-now.com/wilma


 
Enter your current password and then type the new password in both new password and confirm 
New password fields 

 

 

 

WILMA utilises multi-factor authentication (MFA) as an additional security layer on top of your 
username and password. This is the same technology that is used by the GovConnect portal, for 
accessing applications such as SAP.  
  
Using either Microsoft Authenticator or Google Authenticator to manage MFA for your accounts is 
recommended, however the use of other authenticator apps is supported. Help on how to use the apps 
is available by clicking the above links.  
  
Using a smart phone authenticator app, scan the QR code on the screen.  
 
Enter the 6-digit code generated by the app in the text box to the right and then click the ‘Pair device 
and Login’ button.  
 

https://www.microsoft.com/en-us/security/mobile-authenticator-app
https://support.google.com/accounts/answer/1066447?hl=en&co=GENIE.Platform%3DAndroid&oco=1


 

 

 

You will arrive on the WILMA landing page. 

 

 

Subsequent logins 
 
Click the following link to open the WILMA login page –  
https://ipart.service-now.com/wilma 
 
 
 

 

https://ipart.service-now.com/wilma


 
 

 

Open the MFA authenticator app you have installed.  
Type in the code for Wilma, click “Do not challenge for MFA on this browser for the next 8 hours” 
checkbox and click ‘Log In’. 
 

 

 

 

 

 

 

 



 
 

You will arrive on the WILMA landing page. 
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